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1. Introduction

Inzuzo Financial Services (Pty) Ltd is an authorised financial services provider in South Africa
with license number 54742, with registration no. 2024/485622/07 and having its registered address at
Trade House, Building 2, 33 Impala Road, Sandton, Gauteng, 2196, South Africa (hereinafter
referred to as the “Company” or “Ouinex”). The Company, acting as an intermediary, facilitates
transactions for Global Markets LLC (the “Product Supplier”) which is authorized and regulated
in Saint Vincent and the Grenadines, under No. 3796 LLC 2024, having its registered office address
at Suite 305, Griffith Corporate Center, Beachmont, Kingston, Saint Vincent and the Grenadines. The
Company is not a market maker, or product issuer, and acts solely as an intermediary in terms of
the FAIS Act between the client and the Product Supplier, rendering only an intermediary service
(i.e,, no market making is conducted by the Company in relation to any products offered by the
Product Supplier. Therefore, the Company does not act as the principal or the counterparty in any

of its transactions.)

As part of its regulatory obligations, the Company is fully committed to complying with Anti-
Money Laundering (AML) and Know Your Customer (KYC) regulations to prevent the use of its

platform for illegal activities, including money laundering, terrorist financing, and fraud.

The purpose of this policy (the “Policy”) is to ensure the Company complies with all applicable laws
and regulations related to AML and KYC in South Africa and internationally. It outlines the
principles, procedures, and internal controls necessary to detect and prevent money laundering,
terrorist financing, and other illegal activities. This Policy applies exclusively to residents of South

Africa, under South African Law.

2. Customer Due Diligence (CDD) / Know Your Customer (KYC)

The company's verification procedure mandates that clients complete the KYC (Know Your
Customer) process prior to establishing a business relationship. This information is collected to
ensure compliance with AML/KYC policies and to mitigate the risks of financial crime. Clients are
required to provide proof of identity to validate their account, which can include:

e DPassport

e National Identity Card
e Driver's License

e Residence Permit

The verification process is automated and is usually completed within minutes. However, in some

cases, it may take longer depending on the information provided by the client.
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Depending on the risk level, the company may apply different levels of checks. For lower-risk
clients, simplified due diligence may be used, requiring fewer documents and a quicker process.
However, for clients considered higher risk, enhanced due diligence will be applied, involving more

detailed checks and potentially additional documents.

The company uses advanced technology to verify the authenticity of submitted documents and may
investigate clients who appear to be risky or suspicious. All personal information is collected,
stored, and protected according to the company's PAIA & Privacy Policy and relevant regulations.

3. Sanctions and PEP lists screening

Clients are screened against international sanctions and Politically Exposed Persons (PEP) lists to
ensure compliance with regulatory standards. The company refrains from conducting business with
individuals or entities listed on sanctions maintained by regulatory authorities, including but not
limited to the United Nations, Office of Foreign Assets Control (OFAC), European Union, and South
African lists. This screening process is carried out during onboarding and continues on an ongoing

basis.

4. Account Types

The company currently offers two types of accounts: Personal Accounts (KYC) for natural persons

and Business Accounts (KYB) for legal entities.

5. Risk-Based Approach

The Company adopts a Risk-Based Approach (RBA) to AML, CTF, and PF, enabling it to identify,
assess, and understand the ML/TF/PF risks it is exposed to and to apply mitigating measures

proportionate to the level of risk.

6. Transaction Monitoring and Reporting

The Company uses a transaction monitoring system to detect patterns or activities that may suggest

money laundering or other illicit behaviour.

In compliance with legal obligations, any identified suspicious activity will be reported to the

relevant authorities, including the Financial Intelligence Centre (FIC) in South Africa.

7. Compliance Officer

The Company has appointed a dedicated Compliance Officer responsible for overseeing and
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implementing the AML/KYC Policy.

8. Training and Awareness

The Company ensures that all employees re regularly trained on AML/KYC obligations

9. Policy Review and Updates

This Policy will be reviewed regularly and updated to reflect any changes in regulatory
requirements or the Company’s operational environment. The Company will ensure that all

employees are informed of any changes to this policy. For any further information and/or

clarifications, please contact the Compliance Department via email at compliance@ouinex.com.
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